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Please make sure to update your drivers before using our products.

PD-interface of the S5-PLC already occupied (service device)

Your PD-interface of the S5-PLC is already occupied with a panel and you should
accomplish program modifications without removing the panel? No problem, connect the
Multiplexer one-time to the PLC and then connect the panel and also your PC to the
Multiplexer. Now you can work parallel with the PLC without the need of affecting the
operation of the panel. You can even work with 2 programming devices simultaneously,
2x open the same block, only changes which are stored at last will be finally stored in the
PLC. Also ideal for trainings purposes if PLC's with IO´s are scare goods.
 PG-MUX-II is the ultimate service-device, regardless of what you plug into the two
PG-sockets, both participants communicate parallel with the controller.



S7-300/400 (MPI/DP) to S7-300/400 (MPI/DP)

Coupling S7-controller with MPI/Profibus at S7-controller with MPI/Profibus via network

PLC coupling S5 and S7

Data-processing/-recording of PLC-data?
 Data-logging of recorded process-values in a DB writing or read out in the connected
PLC via network, thanks to RFC1006-communication i n the devices is nothing in the
way.
 Even accesses to flags (individual bits of the words) are possible at any time. Configure
the data via the integrated web-server that gets target-PLC or returns the necessary-data.
 If the PLC does not have an Ethernet-port, with optional adapters, enable this
communication:

 	* S5 over S5-LAN++
 	* S7-PPI/MPI/Profibus over S7-LAN



Logged data to FTP-server

Do you need the logged data not locally but on your site? Then just turn on recording on
an FTP-server and the data is stored. You can then immediately read and process this data.

Remote-maintenance Siemens-S5-PLC with firewall

Remote-maintenance of a Siemens-S5-controller with S5-LAN++ on PD-port via secure
VPN-tunnel and scalable firewall



Detect Profinet burglary

Detection and logging of unauthorized access in the defined Profinet
 Attempted break-ins and access to the network are recognized immediately and e.g.
reported by email
 Logging of all accesses in the network for historical processing
 Possible data-storage USB-stick or FTP-server via USB-network-stick.

Profinet-monitoring/-diagnosis inclusive alarm-messages

Detect intrusions and anomalies on your ProfiNet.
Early detection of malfunction and failures and malfunctions.
Easy installation, plug and play double socket.


